
[image: image1.jpg]Shoreline

COMMUNITY COLLEGE

=





Guidelines for Safety and Security Surveillance
The Administration may determine that use of video technology and other surveillance methods are necessary to efficiently protect the safety and security of people and property at Shoreline Community College. The following guidelines are established to ensure a common understanding of the procedures the Administration will follow to ensure any use of surveillance is ethical, reasonable, necessary, and lawful.

1. Approval:  Any use of video surveillance operated by the College shall be approved in advance by the Senior Executive Team (SET). Approval requires prior documentation of the location and start date, anticipated duration and cost, and reason as described below.
2. Basis:  Use of video surveillance will be authorized only for specific locations that present a legitimate risk to any person or property. Risk factors that will be considered include, but are not limited to: 
a. Health, safety or security of any person 

b. Security or operability of any equipment or property
c. Compliance with any applicable law, rule, or policy
3. Notice:
 The Administration shall provide general notice to College employees prior to using video surveillance via the campus Intranet and primary e-mail list servers for faculty, classified, and administrative employees. Visible signage that video surveillance is being used will be posted in any area where such monitoring is or may be occurring.
4. Use of Information Obtained:
The College will use video surveillance data only as allowed by law or legal process, to protect people and property in any area that may reasonably require direct monitoring due to location, risk, or cost factors. 

5. Privacy:
  Video surveillance will not be used by the College in any area where a reasonable expectation of privacy is established, including faculty offices, rest rooms, or other facilities where individuals routinely disrobe. Video surveillance by the College shall not include audio recording or transcription of any type.
6. Method:
  The Administration shall determine how, when, and where College video surveillance is used consistent with these guidelines and all applicable laws. Any surveillance information obtained will be securely stored and may be reviewed and used only by authorized college officials for official business purposes unless otherwise required by legal process or requested by law enforcement officials, consistent with applicable legal standards.
7. Exception:  Any exception to these guidelines will be reviewed with the President of the SCC-FT, or a designee, prior to implementation.
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